CCNA Beginner Study Material
1. Introduction to Networking
Networking is the process of connecting two or more computers to share resources. It includes

components such as routers, switches, cables, and protocols.

2. OSI Model
The OSI (Open Systems Interconnection) model is a conceptual framework that standardizes the

functions of a telecommunication or computing system into seven layers.

3. IP Addressing
IP addressing is the method of assigning addresses to devices on a network. IPv4 uses 32-bit

addresses, while IPv6 uses 128-bit addresses.

4. Subnetting
Subnetting divides a large network into smaller subnetworks to improve performance and security. It

uses subnet masks to identify the network and host portions of an IP address.

5. Networking Devices
Common devices include Routers, Switches, Hubs, and Access Points. Routers operate at Layer 3,

Switches at Layer 2 of the OSI model.

6. Routing Basics
Routing is the process of selecting paths in a network to send data. Static and Dynamic routing

protocols like RIP, EIGRP, and OSPF are used.

7. Basic Cisco CLI Commands
Important commands include: 'show ip interface brief', 'enable’, 'configure terminal’, ‘interface’, 'ip

address', and 'no shutdown'.

8. Network Security Fundamentals
Security fundamentals include understanding firewalls, access control lists (ACLs), and basic

encryption protocols to secure the network.



9. Wireless Networking
Involves the use of radio frequency to connect devices without wires. Important terms include SSID,

encryption (WPA2), and access points.

10. CCNA Exam Tips
Understand the exam structure, practice with labs, focus on understanding concepts rather than rote

memorization, and take mock tests.



